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Arpanet in 1979, from “Computer Networks, Fundamentals, Practice”;
Bacon, Stokes, Bacon, 1984
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on how the Internet must work
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found?
• how do we reconstruct the original data as packets might

be arriving in any order?

And higher level decisions like how we shall choose and build
these multiple routes; what hardware to use, and so on
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A packet doesn’t know how to get to its destination

Even the source host doesn’t generally know a route to the
destination (only if the destination is on the local network)

A packet is like a postcard with the address written on it: it relies
on the routers it passes though to make the right decisions

“Please forward me to www.youtube.com”

It is not like a car driver with their own map making their own
decisions!

The question now becomes: how do the routers know what to
do? More on this later
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To ensure maximum interoperability, the Internet relies on
standards and standardised protocols

The use of standards means that machine A will be able to
communicate with machine B even if A and B are made by
completely different companies, are of completely different
technologies and have never previously interacted

It is clear that you must have standards for interoperability in
hardware: you can’t plug a electrical plug into an optical socket

But you must have standards in the software too, as becomes
clear when you try to use a Web page authoring tool that
doesn’t produce standard HTML

Thus we must have standards for the protocols
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for Comments, or RFCs

RFCs are freely available on the Internet for everyone to read
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The RFC philosophy:

Be as close to the RFC as possible in what you do
yourself, but be as liberal as possible regarding what
you accept from others

Continuing Exercise When a topic is covered in lectures, read
the relevant RFCs
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There are several bodies that oversee the structure and
working of the Internet and the standards

• Internet Society (ISOC); oversees the Internet standard
development processes

• Internet Architecture Board (IAB); ISOC committee that
oversees the technical and engineering development of the
Internet, particularly IETF and IRTF

• Internet Engineering Task Force (IETF); IAB committee
that develops standards and publishes RFCs

• Internet Engineering Steering Group (IESG); executive
sub-committee of IETF that has final say over RFCs



Networks
Protocols

There are several bodies that oversee the structure and
working of the Internet and the standards

• Internet Society (ISOC); oversees the Internet standard
development processes

• Internet Architecture Board (IAB); ISOC committee that
oversees the technical and engineering development of the
Internet, particularly IETF and IRTF

• Internet Engineering Task Force (IETF); IAB committee
that develops standards and publishes RFCs

• Internet Engineering Steering Group (IESG); executive
sub-committee of IETF that has final say over RFCs



Networks
Protocols

There are several bodies that oversee the structure and
working of the Internet and the standards

• Internet Society (ISOC); oversees the Internet standard
development processes

• Internet Architecture Board (IAB); ISOC committee that
oversees the technical and engineering development of the
Internet, particularly IETF and IRTF

• Internet Engineering Task Force (IETF); IAB committee
that develops standards and publishes RFCs

• Internet Engineering Steering Group (IESG); executive
sub-committee of IETF that has final say over RFCs



Networks
Protocols

There are several bodies that oversee the structure and
working of the Internet and the standards

• Internet Society (ISOC); oversees the Internet standard
development processes

• Internet Architecture Board (IAB); ISOC committee that
oversees the technical and engineering development of the
Internet, particularly IETF and IRTF

• Internet Engineering Task Force (IETF); IAB committee
that develops standards and publishes RFCs

• Internet Engineering Steering Group (IESG); executive
sub-committee of IETF that has final say over RFCs



Networks
Protocols

• Internet Research Task Force (IRTF); IAB committee that
does long-term research and development of Internet
technology

• Internet Research Steering Group (IRSG); sub-committee
of IRTF that manages the research groups

• Internet Corporation for Assigned Names and Numbers
(ICANN); nonprofit internationally-organised organisation
to oversee (sets policy) for global resources such as
names and numbers or other identifiers

• Internet Assigned Numbers Authority (IANA); an affiliate
body to ICANN that actually manages the domain names,
IP addresses and other things, currently run by a company
named “Public Technical Identifiers”
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• Latin America and Caribbean Network Information Centre

(LACNIC); South America
• Réseaux IP Européns Network Coordination Centre

(RIPE); Europe, Russia, the Middle East, and Central Asia
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• Réseaux IP Européns Network Coordination Centre

(RIPE); Europe, Russia, the Middle East, and Central Asia



Networks
Protocols

These are geographical, not political, regions

The RIRs further delegate things like management of domain
names to commercial companies
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• IEC International Electrotechnical Commission; e.g.,
Digital Living Network Alliance (DLNA)

• ITU-T Telecommunication Standardization Sector of the
ITU (International Telecommunication Union); e.g., DSL
standards

• lots more national and international institutions, such as
the British Standards Institution (BSI)
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For example, the JPEG standard, from the Joint Photographic
Experts Group, is the same as ISO standard 10918-6:2013 and
ITU-T T.872

Exercise Investigate these standards bodies
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This name is more historical than accurate, but to see what it
means we need to think of layers
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What do we need to make two computers communicate?

We need to connect them, so there must be some kind of
physical (electrical, optical, radio or other) thing between them

So they must be compatible on voltages, how bits are
represented as electrical or optical signals, etc.

And they must agree on how to represent data as bits: recall
the different ways of representing signed and unsigned
integers; similarly there are several ways of encoding
alphabetic characters as bits

And the same problem for all other kinds of data: how to
represent that sound or that shade of blue?
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Such as do we make sure data arrived safely and didn’t get lost
or corrupted in transmission?

And a lot of other problems that only become clear when you
try to build a network

Getting this right all at once is very difficult
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An oft-misunderstood point is that a layering model is not a
networking standard

It is a recommendation on how you approach the design of the
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That is: two popular recommendations on how to design a
networking standard

The OSI model is widely used while the Internet model is not,
despite closely mirroring the Internet standard
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